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Abstract

The author of the report introduces a different view on both classic and 
modern aspects of industrial counterespionage in context of the transition from 
information to knowledge society. Different threats to intellectual property have 
been identified in order to highlight the increasing role of security in modern 
business. 
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